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for Entitlements Program (SAVE) to 
verify the current immigration status of 
applicants for public benefits. If such an 
agency has denied your application 
based solely or in part on a SAVE 
response, the agency must offer you the 
opportunity to appeal the decision in 
accordance with the agency’s 
procedures. If the agency has received 
and acted upon or will act upon a SAVE 
verification and you do not believe the 
response is correct, you may make an 
InfoPass appointment for an in-person 
interview at a local USCIS office. 
Detailed information on how to make 
corrections, make an appointment, or 
submit a written request can be found 
at the SAVE Web site at http:// 
www.uscis.gov/save, then by choosing 
‘‘How to Correct Your Records’’ from 
the menu on the right. 
[FR Doc. 2014–20708 Filed 8–29–14; 8:45 am] 

BILLING CODE 9111–97–P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

[Docket No. FR–5752–N–68] 

30-Day Notice of Proposed Information 
Collection: ‘‘Logic Model’’ Grant 
Performance Reporting Standard Form 

AGENCY: Office of the Chief Information 
Officer, HUD. 
ACTION: Notice. 

SUMMARY: HUD has submitted the 
proposed information collection 
requirement described below to the 
Office of Management and Budget 
(OMB) for review, in accordance with 
the Paperwork Reduction Act. The 
purpose of this notice is to allow for an 
additional 30 days of public comment. 
DATES: Comments Due Date: October 2, 
2014. 
ADDRESSES: Interested persons are 
invited to submit comments regarding 
this proposal. Comments should refer to 
the proposal by name and/or OMB 
Control Number and should be sent to: 
HUD Desk Officer, Office of 
Management and Budget, New 
Executive Office Building, Washington, 
DC 20503; fax: 202–395–5806. Email: 
OIRA_Submission@omb.eop.gov. 

FOR FURTHER INFORMATION CONTACT: 
Anna P. Guido, Reports Management 
Officer, QDAM, Department of Housing 
and Urban Development, 451 7th Street 
SW., Washington, DC 20410; email at 
Anna.P.Guido@hud.gov or telephone 
202–402–5535. Persons with hearing or 
speech impairments may access this 
number through TTY by calling the toll- 
free Federal Relay Service at (800) 877– 

8339. This is not a toll-free number. 
Copies of available documents 
submitted to OMB may be obtained 
from Ms. Guido. 
SUPPLEMENTARY INFORMATION: This 
notice informs the public that HUD has 
submitted to OMB a request for 
approval of the information collection 
described in Section A. 

The Federal Register notice that 
solicited public comment on the 
information collection for a period of 60 
days was published on June 30, 2014. 

A. Overview of Information Collection 
Title of Information Collection: Public 

Housing Admissions/Occupancy Policy. 
OMB Approval Number: 2535–0114. 
Type of Request: Extension of 

currently approved collection. 
Form Number: HUD–96010. 
Description of the need for the 

information and proposed use: The 
Logic Model is a tool that integrates 
program operations and program 
accountability. It links program 
operations (mission, need, intervention, 
projected results, and actual results), 
and program accountability 
(measurement tool, data source, and 
frequency of data collection and 
reporting, including personnel assigned 
to function). Applicants/grantees should 
use it to support program planning, 
monitoring, evaluation, and other 
management functions. 

Estimation of the total number of 
hours needed to prepare the information 
collection including number of 
respondents, frequency of response, and 
hours of response: An estimation of the 
total time needed to complete the form 
is less than ten minutes; number of 
respondents is 11,000; frequency of 
response is on the occasion of 
application submission. The total report 
burden is 1100 hours. 

B. Solicitation of Public Comment 
This notice is soliciting comments 

from members of the public and affected 
parties concerning the collection of 
information described in Section A on 
the following: 

(1) Whether the proposed collection 
of information is necessary for the 
proper performance of the functions of 
the agency, including whether the 
information will have practical utility; 

(2) The accuracy of the agency’s 
estimate of the burden of the proposed 
collection of information; 

(3) Ways to enhance the quality, 
utility, and clarity of the information to 
be collected; and 

(4) Ways to minimize the burden of 
the collection of information on those 
who are to respond; including through 
the use of appropriate automated 

collection techniques or other forms of 
information technology, e.g., permitting 
electronic submission of responses. 

HUD encourages interested parties to 
submit comment in response to these 
questions. 

Authority: Section 3507 of the Paperwork 
Reduction Act of 1995, 44 U.S.C. Chapter 35. 

Dated: August 26, 2014. 
Anna P. Guido, 
Department Reports Management Officer, 
Office of the Chief Information Officer. 
[FR Doc. 2014–20650 Filed 8–29–14; 8:45 am] 

BILLING CODE 4210–67–P 

DEPARTMENT OF THE INTERIOR 

Office of the Secretary 

[XXXD4523WT DWT000000.000000 
DS65101000] 

Privacy Act of 1974, as Amended; 
Notice of a New System of Records 

AGENCY: Department of the Interior. 
ACTION: Notice of creation of a new 
system of records. 

SUMMARY: Pursuant to the provisions of 
the Privacy Act of 1974, as amended, 
the Department of the Interior is issuing 
a public notice of its intent to create the 
Department of the Interior Insider 
Threat Program system of records. The 
Department of the Interior Office of Law 
Enforcement and Security will use the 
system to facilitate management of 
insider threat investigations and 
activities associated with 
counterintelligence complaints, 
inquiries and investigations; identify 
potential threats to Department of the 
Interior resources and information 
assets; track referrals of potential insider 
threats to internal and external partners; 
and provide statistical reports and meet 
other insider threat reporting 
requirements. This newly established 
system will be included in the 
Department of the Interior’s inventory of 
record systems. 
DATES: Comments must be received by 
October 14, 2014. This new system will 
be effective October 14, 2014. 
ADDRESSES: Any person interested in 
commenting on this amendment may do 
so by: Submitting comments in writing 
to the Departmental Privacy Act Officer, 
1849 C Street NW., Mail Stop 5547 MIB, 
Washington, DC 20240; hand-delivering 
comments to the Departmental Privacy 
Act Officer, 1849 C Street NW., Mail 
Stop 5547 MIB, Washington, DC 20240 
or emailing comments to Privacy@
ios.doi.gov. 
FOR FURTHER INFORMATION CONTACT: 
Chief, National Security Programs, 
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Office of Law Enforcement and Security, 
Intelligence Division, 1849 C Street 
NW., MIB–3409, Washington, DC 20240. 
Telephone: 202–208–6206. 
SUPPLEMENTARY INFORMATION: 

I. Background 
The Department of the Interior (DOI) 

has created a Department-wide system, 
known as the Insider Threat Program 
system of records, to manage insider 
threat matters within DOI. The Insider 
Threat Program was mandated by 
Presidential Executive Order 13587, 
issued October 7, 2011, which required 
Federal agencies to establish an insider 
threat detection and prevention program 
to ensure the security of classified 
networks and the responsible sharing 
and safeguarding of classified 
information consistent with appropriate 
protections for privacy and civil 
liberties. Insider threats include 
attempted or actual espionage, 
subversion, sabotage, terrorism or 
extremist activities directed against the 
Department of the Interior and its 
personnel, facilities, resources, and 
activities; unauthorized use of or 
intrusion into automated information 
systems; unauthorized disclosure of 
classified, controlled unclassified, 
sensitive, or proprietary information or 
technology; indicators of potential 
insider threats or other incidents that 
may indicate activities of an insider 
threat. The Insider Threat Program 
system may include information from 
any DOI bureau, office, program, record 
or source, and includes records from 
information security, personnel 
security, and systems security for both 
internal and external security threats. 

In a notice of proposed rulemaking, 
which is published separately in the 
Federal Register, the Department of the 
Interior is proposing to exempt records 
maintained in this system from certain 
provisions of the Privacy Act pursuant 
to 5 U.S.C. 552a(j)(2) and (k)(2). 

The system will be effective as 
proposed at the end of the comment 
period (the comment period will end 40 
days after the publication of this notice 
in the Federal Register), unless 
comments are received which would 
require a contrary determination. DOI 
will publish a revised notice if changes 
are made based upon a review of the 
comments received. 

II. Privacy Act 
The Privacy Act of 1974, as amended, 

embodies fair information practice 
principles in a statutory framework 
governing the means by which Federal 
Agencies collect, maintain, use, and 
disseminate individuals’ personal 
information. The Privacy Act applies to 

records about individuals that are 
maintained in a ‘‘system of records.’’ A 
‘‘system of records’’ is a group of any 
records under the control of an agency 
for which information is retrieved by 
the name of an individual or by some 
identifying number, symbol, or other 
identifying particulars assigned to the 
individual. The Privacy Act defines an 
individual as a United States citizen or 
lawful permanent resident. As a matter 
of policy, DOI extends administrative 
Privacy Act protections to all 
individuals. Individuals may request 
access to their own records that are 
maintained in a system of records in the 
possession or under the control of DOI 
by complying with DOI Privacy Act 
regulations at 43 CFR part 2. 

The Privacy Act requires each agency 
to publish in the Federal Register a 
description denoting the type and 
character of each system of records that 
the agency maintains and the routine 
uses of each system to make agency 
recordkeeping practices transparent, 
notify individuals regarding the uses of 
their records, and assist individuals to 
more easily find such records within the 
agency. Below is the description of the 
Department of the Interior Insider 
Threat Program system of records. 

In accordance with 5 U.S.C. 552a(r), 
DOI has provided a report of this system 
of records to the Office of Management 
and Budget and to Congress. 

III. Public Disclosure 

Before including your address, phone 
number, email address, or other 
personal identifying information in your 
comment, you should be aware that 
your entire comment—including your 
personal identifying information—may 
be made publicly available at any time. 
While you can ask us in your comment 
to withhold your personal identifying 
information from public review, we 
cannot guarantee that we will be able to 
do so. 

Dated: August 26, 2014. 

Teri Barnett, 
DOI Privacy Act Officer. 

SYSTEM NAME: 

Insider Threat Program, DOI–50 

SECURITY CLASSIFICATION: 

Classified and unclassified. 

SYSTEM LOCATION: 

Office of Law Enforcement and 
Security, U.S. Department of the 
Interior, 1849 C Street NW., 
Washington, DC 20240. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

The categories of individuals covered 
in the system include current and 
former DOI employees, potential 
employees, and contractors; other 
officials or employees of Federal, state, 
tribal, territorial, and local law 
enforcement organizations; 
complainants, informants, suspects and 
witnesses; persons with access to DOI 
facilities and infrastructure; members of 
the general public, including 
individuals and/or groups of 
individuals involved with insider threat 
matters, complaints or incidents 
involving classified systems or 
classified information; individuals being 
investigated as potential insider threats; 
individuals identified as the result of an 
administrative, security or investigative 
function who could pose a threat to DOI 
operations, data, personnel, facilities 
and systems; and foreign visitors or 
foreign contacts that become involved in 
the Foreign Visitors Program, or insider 
threat matters. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
This system may contain information 

from DOI bureaus, offices, programs, 
databases, records or sources, including 
incident reports, investigatory records, 
personnel security records, facility 
access records, network security 
records, security violations, travel 
records, foreign visitor records, foreign 
contact reports, financial disclosure 
reports, personnel records, medical 
records, information on complainants, 
informants, suspects, and witnesses, 
and records involving potential insider 
threats or activities directed against the 
Department of the Interior and its 
personnel, facilities, and resources. 
These records may contain the 
following information: Names, Social 
Security numbers, dates of birth, place 
of birth, security clearance, home 
addresses, work addresses, personal and 
official phone numbers, personal and 
official email addresses, other contact 
information, driver license numbers, 
vehicle identification numbers, license 
plate numbers, ethnicity and race, tribal 
identification numbers or other tribal 
enrollment data, work history, 
educational history, affiliations, 
information on family members, 
dependents, relatives and other personal 
associations, passport numbers, gender, 
fingerprints, hair and eye color, 
biometric data, and any other physical 
or distinguishing attributes of an 
individual. Investigation records and 
incident reports may include additional 
information such as photos, video, 
sketches, medical reports, and network 
use records, identification badge data, 
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facility and access control records, 
email and text messages. Records may 
also include information concerning 
potential insider threat activity, 
counterintelligence complaints, 
investigative referrals, results of 
incident investigations, case number, 
forms, nondisclosure agreements, 
consent forms, documents, reports, and 
correspondence received, generated or 
maintained in the course of managing 
insider threat activities and conducting 
investigations related to the protection 
of DOI resources and information assets 
against potential insider threats. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Intelligence Reform and Terrorism 

Prevention Act of 2004, Public Law 
108–458; Intelligence Authorization Act 
for FY 2010, Public Law 111–259; Title 
28 U.S.C. 535, Investigation of Crimes 
Involving Government Officers and 
Employees; Limitations; Title 50 U.S.C. 
402a, Coordination of 
Counterintelligence Activities; 
Executive Order 10450, Security 
Requirements for Government 
Employment, April 17, 1953; Executive 
Order 12333, United States Intelligence 
Activities (as amended); Executive 
Order 12829, National Industrial 
Security Program; Executive Order 
12968, Access to Classified Information, 
August 2, 1995; Executive Order 13467, 
Reforming Processes Related to 
Suitability for Government 
Employment, Fitness for Contractor 
Employees, and Eligibility for Access to 
Classified National Security 
Information, June 30, 2008; Executive 
Order 13488, Granting Reciprocity on 
Excepted Service and Federal 
Contractor Employee Fitness and 
Reinvestigating Individuals in Positions 
of Public Trust, January 16, 2009; 
Executive Order 13526, Classified 
National Security Information; 
Executive Order 13587, Structural 
Reforms to Improve the Security of 
Classified Networks and the 
Responsible Sharing and Safeguarding 
of Classified Information, October 7, 
2011; and Presidential Memorandum 
National Insider Threat Policy and 
Minimum Standards for Executive 
Branch Insider Threat Programs, 
November 21, 2012. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

The primary purpose of the Insider 
Threat Program system of records is to 
manage insider threat matters; facilitate 
insider threat investigations and 
activities associated with 
counterintelligence complaints, 
inquiries and investigations; identify 

potential threats to Department of the 
Interior resources and information 
assets; track referrals of potential insider 
threats to internal and external partners; 
and provide statistical reports and meet 
other insider threat reporting 
requirements. 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, all or a 
portion of the records or information 
contained in this system may be 
disclosed outside DOI as a routine use 
pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

(1)(a) To any of the following entities 
or individuals, when the circumstances 
set forth in paragraph (b) are met: 

(i) The U.S. Department of Justice 
(DOJ); 

(ii) A court or an adjudicative or other 
administrative body; 

(iii) A party in litigation before a court 
or an adjudicative or other 
administrative body; or 

(iv) Any DOI employee acting in his 
or her individual capacity if DOI or DOJ 
has agreed to represent that employee or 
pay for private representation of the 
employee; 

(b) When: 
(i) One of the following is a party to 

the proceeding or has an interest in the 
proceeding: 

(A) DOI or any component of DOI; 
(B) Any other Federal agency 

appearing before the Office of Hearings 
and Appeals; 

(C) Any DOI employee acting in his or 
her official capacity; 

(D) Any DOI employee acting in his 
or her individual capacity if DOI or DOJ 
has agreed to represent that employee or 
pay for private representation of the 
employee; 

(E) The United States, when DOJ 
determines that DOI is likely to be 
affected by the proceeding; and 

(ii) DOI deems the disclosure to be: 
(A) Relevant and necessary to the 

proceeding; and 
(B) Compatible with the purpose for 

which the records were compiled. 
(2) To a congressional office in 

response to a written inquiry that an 
individual covered by the system, or the 
heir of such individual if the covered 
individual is deceased, has made to the 
office, to the extent the records have not 
been exempted from disclosure 
pursuant to 5 U.S.C. 552a(j)(2) and 
(k)(2). 

(3) To the Executive Office of the 
President in response to an inquiry from 
that office made at the request of the 
subject of a record or a third party on 
that person’s behalf, or for a purpose 
compatible for which the records are 
collected or maintained, to the extent 

the records have not been exempted 
from disclosure pursuant to 5 U.S.C. 
552a(j)(2) and (k)(2). 

(4) To any criminal, civil, or 
regulatory law enforcement authority 
(whether Federal, State, territorial, local, 
tribal or foreign) when a record, either 
alone or in conjunction with other 
information, indicates a violation or 
potential violation of law—criminal, 
civil, or regulatory in nature, and the 
disclosure is compatible with the 
purpose for which the records were 
compiled. 

(5) To an official of another Federal 
agency to provide information needed 
in the performance of official duties 
related to reconciling or reconstructing 
data files or to enable that agency to 
respond to an inquiry by the individual 
to whom the record pertains. 

(6) To Federal, State, territorial, local, 
tribal, or foreign agencies that have 
requested information relevant or 
necessary to the hiring, firing or 
retention of an employee or contractor, 
or the issuance of a security clearance, 
license, contract, grant or other benefit, 
when the disclosure is compatible with 
the purpose for which the records were 
compiled. 

(7) To representatives of the National 
Archives and Records Administration to 
conduct records management 
inspections under the authority of 44 
U.S.C. 2904 and 2906. 

(8) To State and local governments 
and tribal organizations to provide 
information needed in response to court 
order and/or discovery purposes related 
to litigation, when the disclosure is 
compatible with the purpose for which 
the records were compiled. 

(9) To an expert, consultant, or 
contractor (including employees of the 
contractor) of DOI that performs services 
requiring access to these records on 
DOI’s behalf to carry out the purposes 
of the system. 

(10) To appropriate agencies, entities, 
and persons when: 

(a) It is suspected or confirmed that 
the security or confidentiality of 
information in the system of records has 
been compromised; and 

(b) The Department has determined 
that as a result of the suspected or 
confirmed compromise there is a risk of 
harm to economic or property interest, 
identity theft or fraud, or harm to the 
security or integrity of this system or 
other systems or programs (whether 
maintained by the Department or 
another agency or entity) that rely upon 
the compromised information; and 

(c) The disclosure is made to such 
agencies, entities and persons who are 
reasonably necessary to assist in 
connection with the Department’s 
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efforts to respond to the suspected or 
confirmed compromise and prevent, 
minimize, or remedy such harm. 

(11) To the Office of Management and 
Budget during the coordination and 
clearance process in connection with 
legislative affairs as mandated by OMB 
Circular A–19. 

(12) To the Department of the 
Treasury to recover debts owed to the 
United States. 

(13) To the Department of Justice, the 
Federal Bureau of Investigation, the 
Department of Homeland Security, and 
other Federal, State and local law 
enforcement agencies for the purpose of 
referring potential insider threats and 
information exchange on insider threat 
activity. 

(14) To agency contractors, grantees, 
or volunteers for DOI or other Federal 
Departments who have been engaged to 
assist the Government in the 
performance of a contract, grant, 
cooperative agreement, or other activity 
related to this system of records and 
who need to have access to the records 
in order to perform the activity. 

(15) To any criminal, civil, or 
regulatory authority (whether Federal, 
State, territorial, local, or tribal) for the 
purpose of providing background search 
information on individuals for legally 
authorized purposes, including but not 
limited to background checks on 
individuals residing in a home with a 
minor or individuals seeking 
employment opportunities requiring 
background checks. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Electronic records are maintained in 

password-protected systems that are 
compliant with the Federal Information 
Security Management Act, and paper 
records are maintained in file cabinets. 
Access is limited to authorized 
personnel who have a need to access the 
records in the performance of their 
official duties. 

RETRIEVABILITY: 

Multiple fields allow retrieval of 
individual record information including 
first and last name, Social Security 
number, date of birth, phone number, 
and other types of information by key 
word search. 

SAFEGUARDS: 

The records contained in this system 
are safeguarded in accordance with 43 

CFR 2.226 and other applicable security 
and privacy rules and policies. During 
normal hours of operation, paper 
records are maintained in locked filed 
cabinets under the control of authorized 
personnel. Computerized records 
systems follow the National Institute of 
Standards and Technology privacy and 
security standards as developed to 
comply with the Privacy Act of 1974 
(Pub. L. 93–579), Paperwork Reduction 
Act of 1995 (Pub. L. 104–13), Federal 
Information Security Management Act 
of 2002 (Pub. L. 107–347), and the 
Federal Information Processing 
Standards 199, Standards for Security 
Categorization of Federal Information 
and Information Systems. Computer 
servers in which electronic records are 
stored are located in secured 
Department of the Interior facilities with 
physical, technical and administrative 
levels of security to prevent 
unauthorized access to the DOI network 
and information assets. Security 
controls include encryption, firewalls, 
audit logs, and network system security 
monitoring. 

Electronic data is protected through 
user identification, passwords, database 
permissions and software controls. 
Access to records in the system is 
limited to authorized personnel who 
have a need to access the records in the 
performance of their official duties, and 
each user’s access is restricted to only 
the functions and data necessary to 
perform that person’s job 
responsibilities. System administrators 
and authorized users are trained and 
required to follow established internal 
security protocols and must complete 
all security, privacy, and records 
management training and sign the DOI 
Rules of Behavior. 

RETENTION AND DISPOSAL: 
A records retention schedule for the 

Insider Threat Program has been 
developed and submitted to the 
National Archives and Records 
Administration (NARA) for approval. 
Pending approval by NARA, these 
records will be treated as permanent. 
The proposed records disposition is 
temporary, and records will be 
destroyed when no longer needed for 
agency business. Approved disposition 
methods include shredding or pulping 
paper records, and degaussing or erasing 
electronic records in accordance with 
384 Department Manual 1 and NARA 
guidelines. 

SYSTEM MANAGER AND ADDRESS: 
Chief, National Security Programs, 

Office of Law Enforcement and Security, 
Intelligence Division, 1849 C Street 
NW., MIB–3409, Washington, DC 20240. 

NOTIFICATION PROCEDURES: 
The Department of the Interior is 

proposing to exempt portions of this 
system from the notification procedures 
of the Privacy Act pursuant to sections 
(j)(2) and (k)(2). An individual 
requesting notification of the existence 
of records on himself or herself should 
send a signed, written inquiry to the 
System Manager identified above. The 
request envelope and letter should both 
be clearly marked ‘‘PRIVACY ACT 
INQUIRY.’’ A request for notification 
must meet the requirements of 43 CFR 
2.235. 

RECORDS ACCESS PROCEDURES: 
The Department of the Interior is 

proposing to exempt portions of this 
system from the access procedures of 
the Privacy Act pursuant to sections 
(j)(2) and (k)(2). An individual 
requesting records on himself or herself 
should send a signed, written inquiry to 
the System Manager identified above. 
The request should describe the records 
sought as specifically as possible. The 
request envelope and letter should both 
be clearly marked ‘‘PRIVACY ACT 
REQUEST FOR ACCESS.’’ A request for 
access must meet the requirements of 43 
CFR 2.238. 

CONTESTING RECORDS PROCEDURES: 

The Department of the Interior is 
proposing to exempt portions of this 
system from the amendment procedures 
of the Privacy Act pursuant to sections 
(j)(2) and (k)(2). An individual 
requesting corrections or the removal of 
material from his or her records should 
send a signed, written request to the 
System Manager identified above. A 
request for corrections or removal must 
meet the requirements of 43 CFR 2.246. 

RECORD SOURCE CATEGORIES: 

Sources of information in the system 
include Department, bureau, office and 
program officials, employees, 
contractors, and other individuals who 
are associated with or represent the DOI; 
officials from other Federal, Tribal, 
State, and local government 
organizations; relevant DOI records, 
databases and files, including personnel 
security files, facility access records, 
security incidents or violation files, 
network security records, investigatory 
records, visitor records, travel records, 
foreign visitor or contact reports, and 
financial disclosure reports; and 
complainants, informants, suspects, and 
witnesses. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

This system contains classified and 
unclassified intelligence and law 
enforcement investigatory records 
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related to counterintelligence and 
insider threat activities that are exempt 
from certain provisions of the Privacy 
Act, 5 U.S.C. 552a(j)(2) and (k)(2). 
Pursuant to the Privacy Act, 5 U.S.C. 
552a(j)(2) and (k)(2), the Department of 
the Interior has exempted portions of 
this system from the following 
subsections of the Privacy Act: (c)(3), 
(c)(4), (d), (e)(1) through (e)(3), (e)(4)(G) 
through (e)(4)(I), (e)(5), (e)(8), (e)(12), (f), 
and (g). In accordance with 5 U.S.C. 
553(b), (c) and (e), the Department of the 
Interior has promulgated rules, which 
have been published separately in 
today’s Federal Register. 
[FR Doc. 2014–20741 Filed 8–29–14; 8:45 am] 

BILLING CODE 4310–RK–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[FWS–R8–R–2014–N168; 
FXRS12610800000–145–FF08R00000] 

San Diego National Wildlife Refuge, 
San Diego County, CA; Draft 
Comprehensive Conservation Plan and 
Environmental Assessment 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of availability; reopening 
of public comment period. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service (Service), advise the 
public that we are reopening the public 
review and comment period for the 
Draft Comprehensive Conservation Plan 
(CCP) and Environmental Assessment 
(EA) for the San Diego National Wildlife 
Refuge (NWR). 
DATES: To ensure consideration, we 
must receive your written comments by 
September 17, 2014. 
ADDRESSES: Send your comments or 
requests for more information by any of 
the following methods. 

Email: fw8plancomments@fws.gov. 
Include ‘‘San Diego NWR CCP’’ in the 
subject line of the message. 

Fax: Attn: San Diego NWR CCP, 619– 
476–9149. 

U.S. Mail: U.S. Fish and Wildlife 
Service, Attn: San Diego NWR CCP, P.O. 
Box 2358, Chula Vista, CA 91912. 

You will find the draft CCP/EA, as 
well as information about the planning 
process and a summary of the CCP, on 
the Refuge Web site: http://
www.fws.gov/refuge/San_Diego/what_
we_do/planning.html. 

FOR FURTHER INFORMATION CONTACT: 
Victoria Touchstone, Refuge Planner, at 
619–476–9150, extension 103, or Jill 
Terp, Refuge Manager, at 619–468–9245, 
extension 226. 

SUPPLEMENTARY INFORMATION: 

Introduction 

On June 19, 2014, we published a 
Federal Register notice (79 FR 35183) 
announcing the availability of the draft 
San Diego NWR CCP/EA for public 
review and comment in accordance 
with National Environmental Policy Act 
(40 CFR 1506.6(b)) requirements. We 
originally opened the comment period 
from June 19, 2014, to August 18, 2014. 
We are reopening the public comment 
period until September 17, 2014, due to 
the level of interest in the various public 
use proposals addressed in the 
alternatives for the draft San Diego NWR 
CCP. For more information on the draft 
CCP/EA and the planning process we 
followed, please see the June 2014 
notice. 

Public Involvement 

You may submit written comments 
anytime during the comment period (see 
ADDRESSES). 

Public Availability of Comments 

Before including your address, phone 
number, email address, or other 
personal identifying information in your 
comment, you should be aware that 
your entire comment—including your 
personal identifying information—may 
be made publicly available at any time. 
While you can ask us in your comment 
to withhold your personal identifying 
information from public review, we 

cannot guarantee that we will be able to 
do so. 

Alexandra Pitts, 
Acting Regional Director, Pacific Southwest 
Region, Sacramento, California. 
[FR Doc. 2014–20730 Filed 8–29–14; 8:45 am] 

BILLING CODE 4310–55–P 

DEPARTMENT OF THE INTERIOR 

Fish and Wildlife Service 

[FWS–HQ–IA–2014–N185; FXIA16710900000
–145–FF09A30000] 

Endangered Species; Marine 
Mammals; Issuance of Permits 

AGENCY: Fish and Wildlife Service, 
Interior. 
ACTION: Notice of issuance of permits. 

SUMMARY: We, the U.S. Fish and 
Wildlife Service (Service), have issued 
the following permits to conduct certain 
activities with endangered species, 
marine mammals, or both. We issue 
these permits under the Endangered 
Species Act (ESA) and Marine Mammal 
Protection Act (MMPA). 
ADDRESSES: Brenda Tapia, U.S. Fish and 
Wildlife Service, Division of 
Management Authority, Branch of 
Permits, MS: IA, 5275 Leesburg Pike, 
Falls Church, VA 22041; fax (703) 358– 
2280; or email DMAFR@fws.gov. 
FOR FURTHER INFORMATION CONTACT: 
Brenda Tapia, (703) 358–2104 
(telephone); (703) 358–2280 (fax); 
DMAFR@fws.gov (email). 
SUPPLEMENTARY INFORMATION: On the 
dates below, as authorized by the 
provisions of the ESA (16 U.S.C. 1531 
et seq.), as amended, and/or the MMPA, 
as amended (16 U.S.C. 1361 et seq.), we 
issued requested permits subject to 
certain conditions set forth therein. For 
each permit for an endangered species, 
we found that (1) The application was 
filed in good faith, (2) The granted 
permit would not operate to the 
disadvantage of the endangered species, 
and (3) The granted permit would be 
consistent with the purposes and policy 
set forth in section 2 of the ESA. 

Permit No. Applicant Receipt of application 
Federal Register notice 

Permit issuance 
date 

Endangered Species 

21468B .............. Joan Hemker ................................ 79 FR 835; January 7, 2014 ................................................................ August 12, 2014. 
23115B .............. Wildlife Discovery Center ............. 79 FR 835; January 7, 2014 ................................................................ August 12, 2014. 
23180B .............. Little Patch of Texas ..................... 79 FR 835; January 7, 2014 ................................................................ August 12, 2014. 
166119 .............. Sylvan Heights Waterfowl ............ 79 FR 36090; June 25, 2014 ............................................................... August 14, 2014. 
088507 .............. Mike Talka .................................... 79 FR 36090; June 25, 2014 ............................................................... August 14, 2014. 
123493 .............. Capron Park Zoo .......................... 79 FR 39409; July 10, 2014 ................................................................ August 14, 2014. 
735952 .............. Janet Lilienthal .............................. 79 FR 39409; July 10, 2014 ................................................................ August 14, 2014. 
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